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1. Safeguarding procedure for all staff  
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2. Policy Consultation & Review  
Reference to ‘RNN Group’ within this policy refers to the provision of the current statutory corporation including: 
Further Education; Higher Education; 14-16 Education; Distance Learning; Apprenticeships; Subsidiaries; 
Subcontractors and other Employer Training.  Reference to ‘students’ within this policy refers to 14-16-year olds, 16-
18-year-old students, adults and apprentices. 
 
This policy is the overarching Safeguarding Policy for all RNN employed staff, agency staff, organisations, 
stakeholders (including students, parents, employers), volunteers, associates and visitors within its accountability 
and responsibility.   
 
This policy is accessible via RNN Group websites and the staff portal and is available upon request from Student 
Services, Learner Recruitment and Reception desks.  Parents and carers are informed of this policy within the Parent 
and Carers Guide and have access to it on the College Website.  Students are informed of this policy during 
induction, Student Portal, One File and via Student Safeguarding Newsletters. 
 
This policy is provided to all staff (including temporary staff, governors and volunteers) at induction alongside the 
Staff Code of Conduct.  Part One of the statutory guidance ‘Keeping Children Safe in Education’, DfE (reissued 
September 2023) is issued to all RNN Staff and evidence collected to show they have read and understood the 
guidance. 
 
This policy will be reviewed in full by the Designated Safeguarding Leads in consultation with stakeholders and 
presented to the Governing Body on an annual basis.  
 
3. Purpose & Aims 
The RNN Group places the safety and wellbeing of students and staff at the forefront of its operations and 
acknowledges the range of activities that contribute to creating and maintaining an environment which promotes 
effective safeguarding practice.  This policy ensures a coherent framework of practice is in place for Safeguarding 
(incorporating child protection) and for all policies relating to this framework.  The RNN Group is committed to 
ensuring it: 
 

● Provides a safe environment for everyone in which to learn, while maintaining an attitude of ‘it could happen 
here’ where safeguarding is concerned; 

● Identifies those who are suffering, or likely to suffer harm; 
● Preventing impairment of children’s mental and physical health or development; 
● Takes appropriate action to see that everyone is kept safe, on site at all Group sites and related activities. 

 
The RNN Group acknowledges that abuse/ harm can include ill treatment that is not physical as well as the impact of 
witnessing ill treatment of others. This can be particularly relevant, for example, in relation to the impact on children 
of all forms of domestic abuse. 
 
The RNN Group ensures that guidelines, procedures, training and personal support are in place to enable staff and 
students to confidently identify and respond appropriately to concerns relating to the safety of all.  Designated 
personnel are available to assist staff who identify concerns and all concerns are treated seriously, regardless of the 
source of information.  To ensure consistency, the RNN Group adopts the following steps when investigating 
concerns: information gathering; analysis; action. 
 
The RNN Group ensures that all concerns are recorded accurately, with consideration of the student’s wishes and 
where possible in the language given by the source of the concern. It will be stored securely and in line with RNN 
Group Data Protection and archiving policy. 
 

https://www.gov.uk/government/publications/keeping-children-safe-in-education


 

R:\Safeguarding\Policies\Safeguarding for all policy\Safeguarding for All Policy 2024/2025 v17.docx 
   7 

This policy applies to the support of children and young people up to their 18th birthday as defined by the Children 
and Young Persons Act 2008.  For those young people reaching their 18th birthday who need continuing services and 
support, this can be extended to their 25th birthday 
 

● In the context of working in Further Education, where the majority of individuals are over the age of 16, 
whilst the law allows consensual sexual activity at the age of 16, if the child requires help and support the 
lawful nature of the activity does not stop intervention. Examples of this may be:    

● Children and young people with care and support needs; 

● Children in relationships with much older individuals or individuals in a position of authority and trust; 

● Children who may be at risk of sexual abuse or exploitation; 

● Children who are parents; 

● Children whose care and support needs mean they are unlikely to be able to protect themselves despite 
their legal age.  

 
4. Policy Amendments 
 
Keeping Children Safe in Education (KCSIE) 2024 
There has been no consultation for this document as recent document have been subject to regular review and 
consultation and will come into effect 1st September 2024.  
 
Working Together to Safeguarding Children (2023) 
Policy updated in December 2023. The guidance outlines what organisations and agencies must and should do to 
help, protect and promote the welfare of all children and young people under the age of 18 in England. 
 
Data Protection 
UK Data Protection legislation does not prevent, or limit, the sharing of information for the purposes of keeping 
children and young people safe.  
 
To effectively share information:  
  

• All staff should be confident of the processing conditions, which allow them to store, and share, the 
information that they need to carry out their safeguarding role. Information which is relevant to 
safeguarding will often be data which is considered ‘special category personal data’ meaning it is sensitive 
and personal. 

• Where staff need to share special category personal data, they should be aware that the Data Protection Act 
2018 includes ‘safeguarding of children and individuals at risk’ as a condition that allows staff to share 
information without consent. 

• Information can be shared legally without consent, if the staff member is unable to, cannot be reasonably 
expected to gain consent from the individual, or if to gain consent could place a child at risk.  

• Relevant personal information can be shared lawfully if it is to keep a child or individual at risk safe from 
neglect or physical, emotional or mental harm, or if it is protecting their physical, mental, or emotional well-
being. 

 
 
Safeguarding in Sport 
Organisations that provide facilities for sporting clubs also have a responsibility to make sure that those clubs have 
everything in place to ensure that the safeguarding of children and promotion of their welfare is a priority. 
 
Departmental advice  



 

R:\Safeguarding\Policies\Safeguarding for all policy\Safeguarding for All Policy 2024/2025 v17.docx 
   8 

What to do if you’re worried that a child is being abused   https://www.gov.uk/government/publications/what-to-
do-if-youre-worried-a-child-is-being-abused--2  
 
All staff must be aware their ‘relationships and associations’ (including online) may have a safeguarding implication. 
 
5. Working in Partnership 
Awareness and appreciation of the role of others is essential for effective collaboration between practitioners and 
their organisations.  Inter-agency and collaborative work is central to good practice in safeguarding.  The RNN Group 
work closely with statutory services to assist them in exercising their statutory functions, in line with the new 
Safeguarding Partnerships (the local authority; a clinical commissioning group for an area within the local authority; 
and the chief officer of police for an area (any part of which falls) within the local authority area). Where provision is 
provided by the RNN Group to a partner organisation such as a school, the RNN Group will liaise with staff to ensure 
that local procedures and protocols are adhered to.   
 
The RNN Group will refer concerns that a child or young person or vulnerable adult might be at risk of significant 
harm to the Multi-Agency Safeguarding Hub, Single Point of Access (SPA), the Police or Channel and concerns for 
assessment of need and onward referral for other services if required to the Early Help Unit using the Early Help 
Assessment Form.  
 
All referrals will need evidence that consent has been provided by the subject of the referral as well as the 
parent/carer, except where the referral relates to attendance matters or assistance in applications for parenting 
contracts, parenting orders, acceptable behaviour contracts and anti-social behaviour orders. Where there is a risk of 
significant harm and consent is not given then a justification will be provided of the need to share information. 
 
The RNN Group works in partnership with the Safeguarding Children’s Partnership and attends the local FE Colleges’ 
Safeguarding Forums. 
 
6. Roles & Responsibilities 
All those working with or on behalf of children or vulnerable adults have a responsibility to protect them. Training is 
provided to ensure all staff are aware that safeguarding issues or behaviours can be associated with factors outside 
of college and can occur with children/ people outside of the Group. All staff should be aware of the indicators of 
abuse, neglect and exploitation, understanding that children/learners can be at risk of harm inside and outside of 
College, inside and outside of home and online. Exercising professional curiosity and knowing what to look for is vital 
for the early identification of abuse and neglect so that staff are able to identify cases of children who may need help 
or protection. 
The RNN Group has appointed key people who have specific safeguarding responsibilities and constitute the 
organisation’s designated safeguarding team.  
 
The Board of Governors has strategic leadership responsibility for the RNN Group’s safeguarding arrangements.  
Governors will undertake appropriate training to ensure they are able to carry out their duty to safeguard all 
students. The Board and the Quality and Standards Committee receives a report at each meeting updating them on 
the current position regarding safeguarding in the Group and any external policy and procedural changes.   
The Board are accountable for appointing a safeguarding link governor who is responsible for liaising with the CEO 
and Principal and senior staff members over matters regarding protection.  
The Board has a responsibility to:  
 

● Provide Strategic leadership of the College’s safeguarding arrangements 
● Ensuring a whole Group approach is facilitated ensuring the best interest of the learner at all times 
● Evaluate and review this policy at each review, ensuring it complies with the law, and hold the CEO and 

Principal to account for its implementation. 

● Appoint a senior board level leader to monitor the effectiveness of this policy in conjunction with the full Board, 

this is always a different person to the DSL 

https://www.gov.uk/government/publications/what-to-do-if-youre-worried-a-child-is-being-abused--2
https://www.gov.uk/government/publications/what-to-do-if-youre-worried-a-child-is-being-abused--2
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● Ensure that the DSL has the appropriate status and authority to carry out their job, including additional time, 
funding, training, resources, and support. 

● Ensure all staff undergo safeguarding and child protection training, including online safety, and that such 

training is regularly updated and is in line with advice from the safeguarding partners 

● RNN Group is carrying out its duties to safeguard the welfare of learners 
● Members of staff and volunteers are aware of current safeguarding policies and procedures and that staff 

receive training where appropriate 
● Safeguarding is integrated into the Group’s induction procedures for all new members of staff and 

volunteers and supply staff 
● Ensuring that sufficient resources are made available to enable the necessary tasks to be carried out 

properly under inter-agency procedures 
● Ensure that the Group has appropriate filtering and monitoring systems in place, and review their 

effectiveness, 

● Make sure that safeguarding requirements are a condition of using the RNN Group premises, and that any 

agreement to use the premises would be terminated if the body fails to comply. 

● Safeguarding is a standing item on Governing Body agendas; that they receive regular updates with a 
minimum of one full safeguarding report from the DSL each academic year and that updates and the report 
will show all safeguarding activity which has taken place.  

 
Principal & Chief Executive has executive responsibility for safeguarding and will ensure that this policy (and others 
mentioned within it), are adopted by the governing body, are followed by ALL staff and is also responsible for:  
 

● Identifying a member of SLT to be the DSL; 
● Identifying Deputy Designated Safeguarding Leads (DDSL) to ensure cover for the role; 
● Ensuring all staff and volunteers feel able to raise concerns about poor or unsafe practice and that concerns 

are addressed sensitively in accordance with agreed whistle-blowing procedures; 
● Liaising with the Local Authority Designated Officer (LADO) in the event of an allegation of abuse being 

made against a member of staff.  
 
Designated Safeguarding Lead has responsibility at a strategic level within the organisation for: 
 
The Designated Lead takes lead responsibility for safeguarding, this is explicit in their job description 

● Carry out their role in accordance with the responsibilities outlined in Annex C of Keeping Children Safe in 
Education. The DSL will provide advice and support to other staff on child welfare and child protection 
matters. At least one other person in RN Group is designated as the Deputy Safeguarding Lead, they will be 
responsible for the role if the DSL is absent. 

● Act as the main point of contact with local safeguarding partners and keep up to date with local 
safeguarding arrangements. 

● Facilitate a whole college-approach to safeguarding, ensuring that safeguarding and child protection are at 

the forefront of, and underpin, all relevant aspects of our school’s process and policy development 

● Take lead responsibility for promoting the educational outcomes of vulnerable children. They need to ensure 
that: 

 
- Information is shared about welfare, safeguarding and child protection issues with tutors, wellbeing staff and 

leaders 
 

o There is a particular focus on children with social workers 
o Staff know who these vulnerable children are 
o They understand these children’s academic progress & attainment 
o They maintain a culture of high aspirations for vulnerable child 
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o They support teaching staff to identify challenges these children may face and the academic 
support and adjustments that could be made 

 
● Undertake safeguarding training as recommended by Local Safeguarding Children Partnership and update 

this training every two years. Additionally, the DSL will receive regular updates to safeguarding training via 
the termly Education Safeguarding Forum, e-bulletins, e-learning, etc  

● Liaise with Children’s Social Care and other agencies where necessary and make referrals of suspected abuse 
to Children’s Social Care, take part in strategy discussions and other interagency meetings and contribute to 
the assessment of children, including Early Help assessments. 

● Maintain accurate electronic or written records and child protection files ensuring that they are  
● kept confidential and stored securely. 
● Ensure that all staff members and volunteers are aware of our policy and the procedure they need to follow. 

They will ensure that all staff, volunteers and regular visitors have received appropriate child protection 
information during induction and have been trained to the appropriate level recommended by Keeping 
Children Safe in Education and the Rotherham Safeguarding Children Partnership.  

● Lead responsibility for safeguarding and child protection (including online safety and understanding the 
filtering and monitoring systems in place).  This should be explicit in the role of the job holder’s job 
description, Keeping Children Safe in Education.  

● Liaising with the Local Authority Designated Officer (LADO) in the event of an allegation of abuse being 
made against a member of staff.  

 
 
Executive Director of Human Resources, Organisational Development and Marketing has responsibility at a 
strategic level for: 

● Maintaining the Single Central Record; 
● Receiving and processing concerns related to the behaviour of staff; 
● Developing the Staff Code of Conduct; 
● Corporate induction processes; 
● Coordination and monitoring of mandatory safeguarding related training (including Prevent) for all staff; 
● The safe recruitment/employment of all staff and the safe use of contractors. 
● Recruiting and vetting of staff and other relevant individuals within the RNN Group, including DBS checks.  

 
Executive Director of Finance and Estates has responsibility at a strategic level for: 

● Health & Safety; 
● Risk assessments; 
● First Aid Procedures; 
● Estates and IT. 
 

Deputy Designated Safeguarding Leads are responsible for:  
All deputies are trained to the same standard as the Designated Safeguarding Lead, the role is explicit in their job 
descriptions.  

● Ensuring all staff understand the symptoms of child abuse and neglect; 
● Ensuring processes are in place for referring concerns to social care; 
● Identifying and assessing levels of risk associated with Criminal Convictions and referrals to Safeguarding 

panel; 
● Supporting and assisting staff or students to make referrals; 
● Referral of cases of suspected abuse or allegations to Children and Young People’s Services – Social Care 

and/or The Police, Channel and appropriate agencies; 
● Supporting the safeguarding team and assisting staff and students who are reporting concerns; 
● Liaising with Children & Young People’s and Adult Services as appropriate; 
● Monitoring referrals and student wellbeing through appropriate panel meetings 
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● Providing a holistic approach to safeguarding through the disciplinary policy and procedures relating to the 
conduct of students and the coordination and organisation of the RNN Group’s internal student support and 
assessment services and developing the Colleges’ Charter; 

● Developing safeguarding training materials, files, procedures and contacts; 
● Delivering training where appropriate; 
● Reporting to SLT where appropriate; 
● Ensuring that the DSL is informed of how the RNN Group have complied with this policy, including but not 

limited to a report on the training that staff have undertaken. 
● Liaising with secondary schools and academies which send pupils to the RNN Group to ensure that 

appropriate arrangements are made for the students; 
 

Designated Safeguarding Team are responsible for: 
● Monitoring children who are the subject of Child Protection and Child in Need Plans; 
● Providing advice and support to other staff on issues relating to child protection; 
● Maintaining accurate and secure child protection records of any child protection referral, complaint or 

concern (even where that concern does not lead to a referral) ensuring they are kept confidential and stored 
securely; 

● Supporting liaison and with Assessors, tutors and Work Placement Officers to work with employers and 
training organisations that receive children or young people from the RNN Group on long term placements 
to ensure that appropriate safeguards are put in place; 

● Sharing pertinent and appropriate information with partner agencies and organisations in compliance with 
information sharing protocols and data protection law; 

● Keeping skills, training and knowledge up to date. The team will have received training in child protection 
issues and inter-agency working, as required by the local Safeguarding Boards, with refresher training at 
least every 2 years with regular updates to their knowledge at least annually; 

● Seeking feedback from children and young people, making sure that they have a voice as to the Group’s 
safeguarding practice, policies and procedures; 

● Supporting and advising colleagues where student(s) behaviour(s) or action(s) do not uphold the RNN Group 
code of conduct expectations, or where student(s) are suspected to be in possession of offensive weapons or 
substances, in line with security and student disciplinary policies and procedures. 

 
Virtual School Headteachers 

Virtual school headteachers have a non-statutory responsibility for the strategic oversight of the  
educational attendance, attainment, and progress of pupils with a social worker. They should also  
identify and engage with key professionals e.g., DSLs SENCOs, social workers, mental health leads  
and others. 

 
 
Teaching & Personal Development Teams are responsible for: 

● Promoting British values through teaching, learning and assessment activities;  
● Providing a dedicated study programme and/or framework or standard which defines and explores British 

values and how they influence our society; 
Promotion of children’s welfare 

● Be aware of signs of abuse and report concerns in a timely manner; 
● Creating an environment where victims of abuse can make disclosures, being supportive, protective and 

ensure interventions are timely 
● create an environment where staff model respectful and appropriate behaviour, where children and young 

people are clear about what is acceptable and unacceptable behaviour, and where they are confident to ask 
for help and support when they need it. 

● Escalating concerns in relation to a setting or placement to the DSL or DDSL for referral to the LADO. 
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Student Support Teams are responsible for: 
● Ensuring that parents of children and young people within the RNN Group are aware of the Group’s 

Safeguarding Policy via School designated staff; 
● Supporting RNN colleagues to work with employers and training organisations that receive children or young 

people from the RNN Group on long term placements to ensure that appropriate safeguarding 
arrangements are in place; 

● Ensuring that children and young people on placement and training are aware of Safeguarding policies and 
procedures and how to make a referral for themselves, others, or relating to the school, academy or 
organisation; 

● Escalating concerns in relation to a school, academy or organisation to the DSL for referral to the LADO. 
 

Apprenticeship Team are responsible for:  
● Ensuring employers are aware of their safeguarding and Prevent duty; 
● Coordinating safeguarding and Prevent guidance and training; 
● Providing a contact for any further information regarding the Prevent Duty; 
● Ensuring employers are aware of how to manage risks and concerns; 
● Ensuring through safeguarding checks with employers that any staff working with students in a position of 

trust do not present any danger or threat, are appropriate for the role and have had an appropriate check 
completed with the Disclosure and Barring service; 

● Ensuring through checks with employers that staff supervising and working with students have received 
training and an understanding of their role in safeguarding children and young people. 

● Ensuring apprentices have an awareness of safeguarding and understand how to access RNN support 
services. 

● Ensuring that apprentices are aware of this policy and how to make a referral for themselves, others, or 
concerns relating to the employer. 

 
Employers are responsible for:  

● Understanding their responsibilities with regard to relevant government legislation and RNN policies and 
procedures; 

● Ensuring staff working with students in a supervisory role or position of trust are appropriate for the role, do 
not present any danger or threat and have had an appropriate check completed with the Disclosure and 
Barring service’; 

● Ensuring staff supervising and working with students have received training and an understanding of their 
role in safeguarding children and young people; 

● If possible, identifying a person to coordinate safeguarding across their organisation; 
● Demonstrating a commitment to the principles that underpin the Prevent Duty; 
● Seeking specialist support if any concerns are raised; 
● Maintaining clear procedures so any concerns can immediately be brought to specialist attention. 

 
Bids & Contracts Team are responsible for:  

● Ensuring partners are aware of their safeguarding obligations, through guidance and training; 
● Ensuring that any staff working with students in a position of trust are appropriate for the role and do not 

present any danger or threat; 
● Ensuring any people working with young or vulnerable people have had an appropriate check completed 

with the Disclosure and Barring service; 
● Ensuring staff supervising and working with students have received training and an understanding of their 

role in safeguarding children and young people; 
● Ensuring students have an awareness of safeguarding and understand how to access the RNN Group support 

services; 
● Ensuring students are aware of this policy and how to make a referral for themselves, others, or relating to 

the partner; 
● Conducting a full audit on safeguarding, Prevent, e-Safety, H&S etc at the beginning of each academic year; 
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● Collecting safeguarding returns on a monthly basis and submitting reports to the Safeguarding 
Management Group; 

● Maintaining the partner Single Central Record. 
 
IT & Estates Teams are responsible for: 

● Maintaining policies and procedures relating to Health and Safety and safe use of technology. 
● Maintaining the policy and procedure in relation to external contractors working on site. 

 
 
Designated LAC Lead (Designated Teacher) is responsible for: 

● Working with local authorities to promote the educational achievement of registered Looked after Students 
(LAC); 

● Undertake appropriate training; 
● Holding details of the local authority(s) Personal Advisor(s) appointed to guide and support the care leaver(s) 

and will liaise with them as necessary regarding any issues of concern affecting the care leaver(s). 
 
Safeguarding & FREDIE Management Group 
These committees should be chaired by the Director of Safeguarding and Student Support (or other appropriate SLT 
member), the group should include relevant Governors and include enough senior members of staff to ensure 
appropriate resources are allocated to safeguarding and equality & diversity.   
 
7. Reporting Structures 
The Safeguarding & FREDIE Management and Quality and Standards Groups report on safeguarding and equality & 
diversity to the Senior Leadership Team, which in turn report to the Board of Governors.  
Reporting disclosures  
The Designated Safeguarding Lead is: Laura Reid, 01709 722747, lreid@rnngroup.ac.uk   
The Deputy DSLs are:  
Dan Cornwell, 01709 722844, dcornwell@rnngroup.ac.uk 
Lynda Christie, 01909 504778, lchristie@rnngroup.ac.uk  
James Davenport, 01709 513333 ext. 1035, jdavenport@rnngroup.ac.uk  
All staff are aware of the wider safeguarding team members and how to contact them. Our electronic recording 
system automatically includes members of the safeguarding team in any concerns and we have a safeguarding email 
that links to members of the safeguarding team to ensure concerns are addressed in a timely manner.  

The arrangements for contacting children’s services are: 

Rotherham MASH 01709 336080  

Nottinghamshire MASH 0300 500 80 90 

Doncaster Children’s Service Trust 01302 734100 

Barnsley Local Authority Children’s Social Care Assessment Team (01226) 772423 

Sheffield Safeguarding Hub 0114 273 4855 

Should a learner, in the Group’s view, be at risk of significant harm and local agencies are not able to respond, the 
Group will immediately follow the Safeguarding Children Partnership escalation procedure, available here:  

Rotherham: https://rotherhamscp.trixonline.co.uk/  

Nottinghamshire: https://nottinghamshirescp.trixonline.co.uk/  

mailto:lreid@rnngroup.ac.uk
mailto:dcornwell@rnngroup.ac.uk
mailto:lchristie@rnngroup.ac.uk
mailto:jdavenport@rnngroup.ac.uk
https://rotherhamscp.trixonline.co.uk/
https://nottinghamshirescp.trixonline.co.uk/
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Doncaster: https://doncasterscb.proceduresonline.com/   

Sheffield: https://sheffieldscb.proceduresonline.com/index.htm   

Barnsley: https://www.proceduresonline.com/barnsley/cs/contents.html  

 
8. Safeguarding Children  
In relation to learners under the age of 18 years old, and classed as a child in law, the RNN Group has a statutory 
duty, as set out in the Education Act 2002 and Children Act 2004, to promote and safeguard the welfare of children 
and have due regard to guidance issued by the Secretary of State at all times. The RNN Group adopts the definitions 
used in the statutory guidance for schools and Colleges: Keeping children Safe in Education, issued by the 
Department for Education (DfE), which applies to all children and, defines safeguarding and promoting children and 
young people’s welfare as: 

• Protecting children from maltreatments. 

• Preventing impairment of children’s mental and physical health or development. 

• Ensuring that children are growing up in circumstances consistent with the provision of safe and 
effective care, and; 

• taking action to enable children to have the best outcomes.  
 

The above statutory guidance defines child protection as part of safeguarding and promoting welfare. Child 
protection is the activity undertaken to protect children who are suffering, or are likely to suffer significant harm 
including all forms of abuse and neglect, female genital mutilation or other so-called honour-based abuse, and extra 
familial threats like radicalisation and any kind of child exploitation such as sexual exploitation, criminal exploitation 
and serous youth violence. Such concerns will be referred to Local Authority Children’s Social Services and the Police 
if appropriate.  
 
9. Safeguarding Adults  
In relation to learners 18 years and over, and classed as an adult in law, the RNN Group has a statutory safeguarding 
duty, as set out in the Care Act 2014, which must be seen in conjunction with Mental Capacity Act 2005 and the 
Human Rights Act 1998. The RNN Group must have regard to guidance issued by the Secretary of State at all times.  
The adult safeguarding duties under the Care Act 2014 apply to an adult, aged 18 and over, who: 

• Has needs for care and support (whether or not the Local Authority is meeting any of those needs) and 

• Is experiencing, or at risk of abuse or neglect; and 

• As a result of those care and support needs is unable to protect themselves from with the risk of, or the 
experience of abuse and neglect.  

The Care Act statutory guidance defines safeguarding as “protecting an adult’s right to live in safety, free from abuse 
and neglect”. The above duties apply in relation to any person who is aged 18 and over and at risk of abuse or 
neglect because of their needs for care and support. Such concerns will be referred into Local Authority Adult’s 
Social Care and the Police as appropriate. 
Whilst these duties have to be met for a referral to Local Authority Adult Social Care and/ or the Police, the RNN 
Group policy is to safeguard all learners. While a concern may not meet the threshold for such a referral and/ or 
support of these external services, the RNN Group is committed to the safeguarding and support of all learners as 
appropriate.  
The adult with care and support needs, in need of safeguarding, will hereafter be referred to as the adult through 
this policy.  
 
10. Supporting Students at Risk 
The RNN Group recognises that its college environments may be the only stable, secure and predictable element of 
an ‘at risk’ student’s life.  However, it is important to note that the behaviour of students at risk may present as 
challenging, defiant or withdrawn.  The RNN Group aims to identify students at risk through a variety of methods: 

● Application and enrolment screening; 

https://doncasterscb.proceduresonline.com/
https://sheffieldscb.proceduresonline.com/index.htm
https://www.proceduresonline.com/barnsley/cs/contents.html
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● Partner referral e.g. Social Workers; 
● School liaison and transfer of transition information including safeguarding records; 
● EHCP Consultation and Review Process; 
● Induction process; 
● Student finance application form screening; 
● ALS team screening; 
● Disciplinary referrals; 
● Academic and support staff reporting and monitoring; 
● Welfare and mentoring staff reporting and monitoring; 
● Self-referral; 
● Employer or placement referral; 

 
All staff should be aware that children may not feel ready or know how to tell someone that they are being abused, 
exploited, or neglected, and/or they may not recognise their experiences as harmful. For example, children may feel 
embarrassed, humiliated, or being threatened. This could be due to their vulnerability, disability and/or sexual 
orientation or language barriers. This should not prevent staff from having a professional curiosity and speaking to 
the DSL if they have concerns about a child. It is also important that staff determine how best to build trusted 
relationships with children and young people which facilitate communication. 

 
RNN Group aims to support students through: 
 

● Forging excellent working partnerships with other Colleges, schools and agencies which can help to inform a 
student’s specific issues and needs.  For example; LAC students, previously LAC students, or those who are 
subject to a Child Protection or Child in need or EHCP plan; 

● A curriculum which encourages confidence, self-esteem, and self-motivation and provides opportunities for 
students to develop the skills they need to identify risks and stay safe; 

● The RNN Group ‘culture of safety’ which promotes a positive, supportive and secure environment which 
provides all with a sense of being respected and valued; 

● Consistent implementation of codes of conduct and behavioural policies which ensure that students identify 
and understand acceptable levels of behaviour; 

● Continuing support and activities for additional learning support, student support and student finance teams; 
● Strong links with external partners as well as local and national agencies to ensure a multi-disciplinary 

approach to educational, health, care and safety support; 
● Development of a responsive and knowledgeable staff group, trained to respond appropriately to 

safeguarding situations; 
● Effective absence reporting, which can be an early indicator of concern; 
● Encouraging students to state how safe they feel via the RNN Group ‘Student Voice’ activity; 
● Regular Safeguarding Team Meetings where key members of student support teams, collaboratively 

coordinate action and support for priority cases. 
● Home visits is not something that College includes as part of its offer to at-risk learners, however in 

extenuating circumstances, where all other options have been exhausted, this may be seen as a requirement 
to check the safety/ wellbeing of a learner. If this situation arises, staff must discuss with their line manager 
and visits can only be carried out with two members of staff present.  

 
11. Safeguarding issues 
All staff should have an awareness of safeguarding issues that can put children at risk of harm. Behaviours linked to 
issues such as drug taking and/or alcohol misuse, unexplainable and/or persistent absences from education, serious 
violence (including that linked to county lines), radicalisation and consensual and non-consensual sharing of nude 
and semi-nude images and/or videos can be signs that children are at risk. Below are some safeguarding issues all 
staff should be aware of.  See Appendix 5: Definitions and terms for more information.  
 
12. Children with Special Educational Needs and Disabilities (SEND) 



 

R:\Safeguarding\Policies\Safeguarding for all policy\Safeguarding for All Policy 2024/2025 v17.docx 
   16 

Students with special educational needs and disabilities (SEND) may face additional safeguarding challenges and 
additional barriers may exist when recognising abuse and neglect in this group of children.  This can include:  
 

● Assumptions that indicators of possible abuse such as behaviour, mood and injury relate to the child’s 
disability without further exploration; 

● Students with SEND can be disproportionately impacted by actions such as bullying without outwardly 
showing any signs; 

● Communication barriers and difficulties in overcoming these barriers. 
 
Where there are any concerns raised about the safety and welfare of a student with SEND, the RNN Group will 
ensure that these will be treated in the same way as with any other child, with careful consideration of any 
additional needs.  More information on children with SEND is contained in SEND Code of Practice 0-25 years and the 
NSPCC document ‘We have the right to be safe – Protecting disabled children from abuse’ (October 14). Additional 
support is available from specialist organisations such as:  

• The Special Educational Needs and Disabilities Information and Support Services (SENDIASS). SENDIASS offer 
information, advice and support for parents and carers of children and young people with SEND. All local 
authorities have such a service: Find your local IAS service (councilfordisabledchildren.org.uk) 

• Mencap - Represents people with learning disabilities, with specific advice and information for people who 
work with children and young people  

 
 
 
 
13. Intimate Care 
Intimate care may be defined as any activity required to meet the personal care needs of each individual young 
person/ adult. Parents have a responsibility to advise staff of the intimate care needs of their young person, and staff 
have a responsibility to work in partnership with learners and parents. 
 
14.  Mental Capacity  
The Mental Capacity Act 2005 (the Act) provides the legal framework for acting and making decisions on behalf of 
individuals who lack the mental capacity to make particular decisions for themselves. Everyone working with and/or 
caring for an adult who may lack capacity to make specific decisions must comply with this Act when making 
decisions or acting for that person, when the person lacks the capacity to make a particular decision for themselves. 
The same rules apply whether the decisions are life-changing events or everyday matters. 
 
The Act’s starting point is to confirm in legislation that it should be assumed that an adult (aged 16 or over) has full 
legal capacity to make decisions for themselves (the right to autonomy) unless it can be shown that they lack 
capacity to make a decision for themselves at the time the decision needs to be made. This is known as the 
presumption of capacity. The Act also states that people must be given all appropriate help and support to enable 
them to make their own decisions or to maximise their participation in any decision-making process. 
 
15. Care experienced learner (Looked after Children and Previously Looked After Children) 
A care experienced learner, (may be called a Looked after Child (LAC) or someone who was previously in care (PLAC)) 
is one which is looked after by a local authority (as defined in section 22 of the Children Act 1989) and who is subject 
to a care order (interim or full care order) or who is voluntarily accommodated by the local authority.  The most 
common reason for children becoming looked after is as a result of abuse and/or neglect.  The RNN Group ensures 
that staff have the skills, knowledge and understanding necessary to keep care experienced students safe.  The RNN 
Group has a designated teacher for this group of students who works closely with the Virtual School Team and the 
Local Authority.  It is important that all agencies work together and prompt action is taken when necessary to 
safeguard these children, who are a particularly vulnerable group. 
 
16. Learners with a Child Protection Plan, or Child in Need Plan  

https://www.gov.uk/government/publications/send-code-of-practice-0-to-25
https://councilfordisabledchildren.org.uk/about-us-0/networks/information-advice-and-support-services-network/find-your-local-ias-service
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Staff should be aware that these learners may need additional support, services, assistance, protection and 
consideration. 
The Safeguarding Team are the single point of contact for coordinating support for these learners both internally and 
externally. The Safeguarding Team will hold a record of these learners including contact details of the learner’s social 
worker, where relevant, and any other agencies working with the learner. 
Staff are expected to work alongside the Safeguarding Team to provide regular and timely updates regarding the 
progress of these learners in college and any areas of concern within or outside of college. In addition, staff working 
with these learners are required to provide, as a minimum, a fortnightly update for the Safeguarding team on 
attendance, progress, achievements and any concerns. This will allow any issues and/ or support needs to be 
identifies early an allow for appropriate action to be taken in response. 
The RNN Group will liaise as necessary with the social worker, external agencies and next of kin, as appropriate 
regarding any issues of concern affecting the learner. 
 
17. Children or Young People Missing in Education 
Students missing education are at significant risk of underachieving, being victims of harm, exploitation or 
radicalisation and becoming NEET (not in education, employment or training) later in life.  Knowing where students 
are during college hours is an extremely important aspect of Safeguarding.  Missing learning can be an indicator of 
abuse and neglect and may also raise concerns about other safeguarding issues such as child criminal exploitation or 
county lines.  The RNN Group monitors attendance carefully to swiftly address poor or irregular attendance, 
following up with parents/carers where appropriate. The RNN Group aims to have TWO up to date contact numbers 
for parents/carers and strongly encourages parents/carers to update the RNN Group as soon as possible if their 
contact details change. 
 
The RNN Group has appropriate procedures in place for unauthorised absence and for dealing with students that go 
missing from education, particularly on repeat occasions. This helps identify the risk of abuse and neglect, including 
sexual exploitation, and helps prevent the risks of them going missing in the future.  All staff are alert to signs to look 
out for and the individual triggers to be aware of when considering the risks of potential safeguarding concerns such 
as travelling to conflict zones, Female Genital Mutilation and Forced Marriage.  
 
18.   Child abduction and community safety incidents  
Child abduction is the unauthorised removal or retention of a minor from a parent or anyone with legal 
responsibility for the child. Child abduction can be committed by parents or other family members; by people known 
but not related to the victim (such as neighbours, friends and acquaintances); and by strangers.  
Other community safety incidents in the vicinity of a can raise concerns amongst children and parents, for example, 
people loitering nearby or unknown adults engaging children in conversation. The Personal Development curriculum 
provides practical advice on how to keep themselves safe, as our learners become more independent. 

 
19.  Modern Slavery and the National Referral Mechanism  
Modern slavery encompasses human trafficking and slavery, servitude and forced or compulsory labour. Exploitation 
can take many forms, including: sexual exploitation, forced labour, slavery, servitude, forced criminality and the 
removal of organs. Further information on the signs that someone may be a victim of modern slavery, the support 
available to victims and how to refer them to the NRM is available in the Modern Slavery Statutory Guidance. 
Modern slavery: how to identify and support victims - GOV.UK (www.gov.uk ) 
 
20. Cybercrime 
 Cybercrime is criminal activity committed using computers and/or the internet. It is broadly categorised as either 
‘cyber-enabled’ (crimes that can happen off-line but are enabled at scale and at speed on-line) or ‘cyber dependent’ 
(crimes that can be committed only by using a computer). 
 Cyber-dependent crimes include; 
 • unauthorised access to computers (illegal ‘hacking’), for example accessing a school’s computer network to look 
for test paper answers or change grades awarded; 

http://www.gov.uk/
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 • denial of Service (Dos or DDoS) attacks or ‘booting’. These are attempts to make a computer, network or website 
unavailable by overwhelming it with internet traffic from multiple sources; and,  
• making, supplying or obtaining malware (malicious software) such as viruses, spyware, ransomware, botnets and 
Remote Access Trojans with the intent to commit further offence, including those above. 128 Children with 
particular skill and interest in computing and technology may inadvertently or deliberately stray into cyber-
dependent crime. 
 If there are concerns about a child in this area, the designated safeguarding lead (or a deputy), should consider 
referring into the Cyber Choices programme. This is a nationwide police programme supported by the Home Office 
and led by the National Crime Agency, working with regional and local policing. It aims to intervene where young 
people are at risk of committing, or being drawn into, low level cyber-dependent offences and divert them to a more 
positive use of their skills and interests. Note that Cyber Choices does not currently cover ‘cyber-enabled’ crime such 
as fraud, purchasing of illegal drugs on-line and child sexual abuse and exploitation, nor other areas of concern such 
as on-line bullying or general on-line safety. Additional advice can be found at: Cyber Choices, ‘NPCC- When to call 
the Police’ and National Cyber Security Centre - NCSC.GOV.UK   

 
21. Early Help Support 
Early help means providing support as soon as a problem emerges, at any point in a child’s life, from foundation 
years through to teenage years.  The RNN Group works with local agencies to put processes in place for the effective 
assessment of the needs of individual children who may benefit from early help services.  This may be a child who: 
 

• is disabled or has certain health conditions and has specific additional needs  

• has special educational needs (whether or not they have a statutory Education, Health and Care plan)  

• has a mental health need  

• is a young carer  

• is showing signs of being drawn in to anti-social or criminal behaviour, including gang involvement and 
association with organised crime groups or county lines  

• is frequently missing/goes missing from education, home or care,  

• has experienced multiple suspensions, is at risk of being permanently excluded from schools, colleges and in 
Alternative Provision or a Pupil Referral Unit.  

• is at risk of modern slavery, trafficking, sexual and/or criminal exploitation  

• is at risk of being radicalised or exploited  

• has a parent or carer in custody, or is affected by parental offending  

• is in a family circumstance presenting challenges for the child, such as drug and alcohol misuse, adult mental 
health issues and domestic abuse 

• is misusing alcohol and other drugs themselves  

• is at risk of so-called ‘honour’-based abuse such as Female Genital Mutilation or Forced Marriage  

• is a privately fostered child. 
 

22. Abuse through Electronic Communication 
Sending abusive emails, texts and letters can be an offence under section 127 of the Communication Act 2003 
(improper use of public electronic communications network). This includes sending an electronic message to cause 
someone annoyance, inconvenience or needless anxiety. 
 
23. Online Safety 
The RNN Group ensures students are aware of appropriate behaviours and critical thinking skills to enable them to 
remain both safe and legal when using the internet and related technologies, in and beyond the context of the 
classroom which is included in the Acceptable Usage Policy (staff and student)/in Information Communication & 
Technology (ICT) Policy Guidelines and Procedures. Staff need to be aware that concerns can occur both online and 
offline simultaneously. The RNN Group is aware that the predominant issues associated with online safety are: 

● Content – exposure to illegal, harmful or inappropriate material; for example, pornography, fake news, 
racist or radical, extremist views, misogynist and misandrist concerns; 
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● Contact – harmful online interaction with others; for example, commercial advertising as well as adults 
posing as children or young people; 

● Conduct – personal online behaviour that increases the likelihood, or causes harm; for example, making, 
sending and receiving explicit images (the production and sharing of sexual images of under 18s is illegal), or 
online bullying. 

The RNN Group has monitoring and filtering systems and procedures for identifying and escalating concerns arising 
as a result of the systems. The management of these processes are the responsibility of the DSL and the Head of IT 
and Digital, however, as with all safeguarding it is the responsibility of all staff to monitor the use of IT equipment 
and report concerns to the Safeguarding Team as appropriate.  

 
24. Mental Health  
All staff are aware that mental health problems can in some circumstances be an indicator of a child suffering or 
being at risk of significant harm. Staff should not attempt to diagnose conditions unless trained to do so, however 
staff are well placed to monitor and report on behaviours, signposting to support internally and making referrals 
regarding safeguarding concerns.  
 
25. Harassment 
Harassment is a crime where someone harasses another person (including causing alarm or distress) on more than 
one occasion (section 2 of the Protection from Harassment Act 1997). A person does not have to intend to cause 
harassment to commit this crime, so long as they ought to have known that their actions would cause alarm or 
distress.  
 
26. Hate Crime 
A hate crime is any criminal offence which is perceived by the victim or any other person to be motivated by hostility 
or prejudice toward someone’s actual or perceived race, religion, disability, sexual orientation, or identity.  It 
includes crimes that are motivated by homophobia, biphobia and transphobia and can affect not only those who 
identify as LGBTQ, but also those who are perceived to identify as LGBTQ. 
 

Reporting Hate Crime 
Crimes committed against someone because of their disability, gender-identity, race, religion or belief, or sexual 
orientation are hate crimes and should be reported to the police.  Hate crimes can include (but are not limited 
to): 
● Threatening behaviour 
● Assault 
● Robbery 
● Damage to property 
● Inciting others to commit hate crimes 
● Harassment 

 
27.  Learners who are lesbian, gay, bisexual, or gender questioning  
LGBTQ (lesbian, gay, and bisexual, transgender, queer or questioning) students may face additional safeguarding 
challenges and potential peer on peer abuse.  Training for staff and students is provided to raise awareness and 
tolerance in line with Fundamental British Values and the RNN Group values through staff development and tutorial 
programmes and the embedding of equality and diversity within curriculum and support.  The RNN Group has a 
zero-tolerance policy on bullying and any reported cases of abuse are investigated in line with the RNN Group 
disciplinary policy with interventions and support provided through RNN Group services and external referral 
processes.  
  
28. Child on child/ peer on peer abuse  
Keeping Children Safe in Education (2022) have changed their terminology to child on child rather than peer on peer, 
which could suggest the victim and preparator are of the same or similar age, which is not always the case. Due to 
the age range at the RNN Group Peer on Peer will be the terminology used as it is more inclusive for all learners. 
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RNN staff are aware that learners can abuse other young people and that it can happen in or out of college or online. 
They understand that even if there are no reports it doesn't mean it is not happening and they should report any 
concerns to the Safeguarding Team.  Staff understand the importance of challenging inappropriate behaviour 
between peers, downplaying certain behaviours, for example dismissing sexual harassment as ‘just banter’ can lead 
to a culture of unacceptable behaviours, an unsafe environment. In the worst case this could lead to a culture that 
normalises abuse leading to children accepting it as normal and not coming forward to report.  
Child on child abuse is most likely to include, but may not be limited to: 

● bullying (including cyberbullying, prejudice-based and discriminatory bullying); 
● abuse in intimate personal relationships between peers; 
● physical abuse such as hitting, kicking, shaking, biting, hair pulling, or otherwise causing physical harm (this 

may include an online element which facilitates, threatens and/or encourages physical abuse); 
● sexual violence, such as rape, assault by penetration and sexual assault; (this may include an online element 

which facilitates, threatens and/or encourages sexual violence); For further information about sexual 
violence see Annex B. 

● sexual harassment, such as sexual comments, remarks, jokes and online sexual harassment, which may be 
standalone or part of a broader pattern of abuse; 

● causing someone to engage in sexual activity without consent, such as forcing someone to strip, touch 
themselves sexually, or to engage in sexual activity with a third party; 

● consensual and non-consensual sharing of nudes and semi nudes’ images and or videos (also known as 
sexting or youth produced sexual imagery); 

● upskirting, which typically involves taking a picture under a person’s clothing without their permission, with 
the intention of viewing their genitals or buttocks to obtain sexual gratification, or cause the victim 
humiliation, distress or alarm; and 

●  initiation/hazing type violence and rituals (this could include activities involving harassment, abuse or 
humiliation used as a way of initiating a person into a group and may also include an online element). 

 
29. Child Sexual Exploitation (CSE) and Criminal Exploitation of Children (CCE) (county lines) 
Both CSE and CCE are forms of abuse and both occur where an individual or group takes advantage of an imbalance 
in power to coerce, manipulate or deceive a child into sexual or criminal activity. Whilst age may be the most 
obvious, this power imbalance can also be due to a range of other factors including gender, sexual identity, cognitive 
ability, physical strength, status, and access to economic or other resources. In some cases, the abuse will be in 
exchange for something the victim needs or wants and/or will be to the financial benefit or other advantage (such as 
increased status) of the perpetrator or facilitator.  
The criminal exploitation of children is a geographically widespread form of harm that typically crosses county 
boundaries.  Key to identifying potential involvement are ‘missing episodes’, that is when a child may have been 
trafficked and/or groomed for the purpose of transporting drugs. Like other forms of abuse and exploitation, this can 
affect any child under the age of 18, appear consensual and could involve violence or threats of violence and 
enticement. 
Rises in Knife Crime are linked to Criminal Exploitation of Children, College raises awareness of the dangers of 
carrying knives or weapons.  
CSE is a form of child sexual abuse. Sexual abuse may involve physical contact, including assault by penetration (for 
example, rape or oral sex) or nonpenetrative acts such as masturbation, kissing, rubbing, and touching outside 
clothing. It may include non-contact activities, such as involving children in the production of sexual images, forcing 
children to look at sexual images or watch sexual activities, encouraging children to behave in sexually inappropriate 
ways of grooming a child in preparation for abuse including via the internet. 
Further information on signs of a child’s involvement in sexual exploitation is available in Home Office guidance: 
Child sexual exploitation: guide for practitioners  
 
30. Organise Crime Groups  
An OCG is defined as a group which: 

• has at its purpose, or one of its purposes, the carrying on of criminal activities, and 

• consists of three or more people who agree to act together to further that purpose.  

https://www.gov.uk/government/publications/child-sexual-exploitation-definition-and-guide-for-practitioners
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It is not necessary for the individual participating in the OCGs criminal activities to know any of the group members  
 

31. Preventing Radicalisation and Extremism (Prevent Duty) 
The RNN Group has due regard to the Prevent Duty Guidance 2023, under Section 26 of the Counter-Terrorism and 
Security Act 2015, which aims to prevent children and young people from being ‘drawn into extremism and 
terrorism’. 
All education providers should have a designated lead in a senior management role who is responsible for the 
delivery of Prevent. They should ensure that there are appropriate capabilities (to understand and manage risk) and 
that the role and importance of Prevent is made clear to relevant staff. At the RNN Group, this responsibility sits with 
The Director of Safeguarding and Student Support as DDSL and Prevent Lead.  
 
The RNN Group has robust safeguarding policies in place to ensure that those at risk of radicalisation are identified 
and appropriate support is provided. As part of this they maintain an action plan/ risk assessment document, which 
assesses how our learners or staff may be at risk of being radicalised into terrorism, including online. Where specific 
risks are identified, we develop the action plan to set out the steps we will take to mitigate the risk. All concerns of a 
Prevent nature, anything that goes against the Fundamental British Values, would be reported to the Safeguarding 
Team and followed up appropriately with external agencies.  
 
Where a Prevent referral is adopted, the RNN Group will co-operate as reasonably practicable with local authority-
led Channel panels, in accordance with Section 38 of the CTSA 2015. We understand that multi-agency involvement 
in Channel is essential to ensure the full range of information is accessible to the panel, so that susceptibility, 
vulnerabilities, risk and support needs can be fully assessed. 
 
Effective partnership is also demonstrated by the RNN Group engaging appropriately where required with other 
partners, such as the police and Prevent leads in local authorities. This allows for an up-to-date awareness of risk and 
threat posed, and latest developments in best practice. 
 
All employees, volunteers and the Governing body received mandatory training on spotting the signs of 
radicalisation, internal processes and the duty to report. Internal training is created using Home Office resources and 
guidance from FE Prevent Coordinators. The DSL and DDSL’s receive more in depth training, including on extremist 
and terrorist ideologies, how to make referrals and how to work with Channel panels. 
 
All learning environments use age-appropriate curriculum to ensure that students understand how people with 
extreme views share these with others, especially using the internet.  The RNN Group are committed to ensuring 
that students are offered a broad and balanced curriculum that aims to prepare them for life in modern Britain, 
teaching the RNN Group core values alongside the fundamental British Values supports quality teaching learning and 
assessment, whilst making a positive contribution to the development of a fair, just and civil society.  Early indicators 
of radicalisation or extremism may include: 
 

● Showing sympathy for extremist causes; 
● Glorifying violence, especially to other faiths or cultures; 
● Making remarks or comments about being at extremist events or rallies; 
● Evidence of possessing illegal or extremist literature; 
● Advocating messages similar to illegal organisations or other extremist groups; 
● Out of character changes in dress, behaviour and peer relationships (but there are also very powerful 

narratives, programmes and networks that young people can come across online so involvement with 
particular groups may not be apparent); 

● Secretive behaviour; 
● Online searches or sharing extremist messages or social profiles; 
● Intolerance of difference, including faith, culture, gender, race or sexuality; 
● Graffiti, art work or writing that displays extremist themes; 
● Attempts to impose extremist views or practices on others; 
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● Verbalising anti-Western or anti-British views; 
● Advocating violence towards others. 

 
Any leaflets distributed on campus should be checked by the Safeguarding team before circulation is allowed.  
 
The RNN Group engages with parents, families, schools and employers to spot signs of radicalisation and assists and 
advises those families who do raise concerns to point them in the direction of support mechanisms i.e., the Local 
Authority, Police and/or the Channel Programme.   
 
As with other safeguarding risks, staff are alert to changes in students’ behaviour which could indicate they may 
need help or protection.  Staff use their judgement to identify students who might be at risk of radicalisation and act 
proportionately which may include making a referral to the Channel programme. 
 
Channel is a programme which focuses on providing support at an early stage to people who are identified as being 
vulnerable to being drawn into terrorism. It provides a mechanism to make referrals for concerns that an individual 
might be vulnerable to radicalisation.  Referrals to the Channel Panel are via the LA Local Authority Children’s Social 
Care Multi-Agency Safeguarding Hub (MASH) or Single Point of Access (SPA) for adults, this will need to be the LA 
where the child or adult resides.  
 
RNN Lost property procedures further safeguard students by adopting a process for lost property that includes 
security measures for bags found unattended.  See Lost property procedures for further information. 
 
32. Electively Home Educated  
For learners who are registered as Elective Home Educated with the Local Authority, the RNN Group can offer 
supplementary learning on a part time basis to these 14 – 16 year old learners. These learners must have an 
Additional Learning Support assessment, parents must attend this assessment and complete an agreement of 
expectations prior to enrolling on our Engage transition course or if a returning learner enrolling onto a curriculum 
course. Information is shared with Local Authority and any other statutory services involved with the young person.  
 
33. 16-19 Study Programmes/Adult Entry 
These programmes are designed to provide students with a structured and challenging learning programme that 
supports their development and progression in line with their career plans. Applications for a 16-19 study 
programme made by adult students will be considered on an individual basis with consideration being given to RNN 
Group policies and procedures in particular the Safeguarding for All and DBS Clearance policies in line with the 
Rehabilitation of Offenders Act and other relevant legislation. 
 
34. Working with Parents & Carers 
The RNN Group is committed to working in partnership with parents/carers to safeguard and promote the welfare of 
children and to support them to understand statutory responsibilities.  When new students join the RNN Group they 
will be informed of the safeguarding policy at induction. 
  
The RNN Group is committed to working with parents and carers positively, openly and honestly and ensures that all 
parents/carers are treated with respect, dignity and courtesy.   The RNN Group respects parents/carers’ rights to 
privacy and confidentiality and will not share sensitive information unless it has their consent or it is necessary to do 
so in order to safeguard a child from harm.   The RNN Group has a responsibility to promote the protection and 
welfare of all children/ vulnerable adults aims to achieve this in partnership with parents/carers. 
 
The RNN Group seeks to share with parents any concerns about their child unless to do so may place that child at 
increased risk of harm. Contact will be made when there is a concern for the learner’s safety, this may differ 
depending on the situation but examples could include; suicidal ideation, mental ill health, escalating self-injury, 
relationships that may be unsafe/dangerous. A lack of parental engagement or agreement regarding the concerns 
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the RNN Group has about a child/ vulnerable adult will not prevent the DSL making a referral to MASH/ SPA in those 
circumstances where it is appropriate to do so. 
 
In order to keep children safe and provide appropriate care for them, the RNN Group requires parents/ carers/ 
guardians to provide accurate and up to date information regarding: 
 

● Full names and contact details of all adults with whom the child normally lives; 
● Full names and contact details of all persons with parental responsibility (if different from above); 
● Emergency contact details – at least one in order to be able to contact a responsible adult should a concern 

arise e.g., illness, a child going missing or a safeguarding concern; 
● Full details of any other adult authorised to discuss student concerns. 

 
The RNN Group will retain this information on its management information systems for the respective period of 
time.  The RNN Group will only share information about students to individuals or organisations who have the 
relevant responsibility for the learner. The Data Protection Act 2018 and GDPR do not prevent, or limit, the sharing 
of information for the purposes of keeping children safe. 
 
35. The Learner’s Wishes 
Where there is a safeguarding concern the child or young person or vulnerable adult’s wishes and feelings will be 
considered when determining what action to take and what services to provide. The RNN Group has systems in place 
for children and young people to express their views and give feedback. Ultimately, all systems and processes 
operate with the best interests of the child and young person at their heart. 
 
36. Safer Recruitment 
The Governing Body and Principal/Chief Executive ensure that safer recruitment practices are followed in 
accordance with the requirements of Part Three of ‘Keeping Children Safe in Education’.  The RNN Group has a 
written recruitment and selection policy in place to ensure at least one member of every interview panel, when 
recruiting new staff, has completed safer recruitment training.  The RNN Group ensures that safer recruitment 
training is undertaken on a regular basis and is up to date with changes to guidance, policy and procedures.  
 
The RNN Group will use the recruitment and selection process to deter, reject or identify unsuitable candidates.  Part 
Three of Keeping Children Safe in Education describes in detail those checks that are, or may be, required for any 
individual working in any capacity at, or visiting any college environment.  The RNN Group will always act reasonably 
when making decisions about the suitability of any prospective employee based on checks and evidence, including 
criminal record checks (Disclosure and Barring Service), barred list checks, prohibition checks (for teaching posts) and 
online searches for candidates successful at interview together with references. Candidates are informed at the 
point of offer which checks will be carried out, including online searches. 
 
The RNN Group will maintain a Single Central Record (SCR) of all safer recruitment/pre-appointment checks carried 
out in line with statutory requirements.  The SCR will contain information on all staff members on the following: 
 

● An identity check; 
● A barred list check; 
● An enhanced DBS check/certificate; 
● A prohibition from teaching check; 
● A minimum of 2 satisfactory references, in line with safer recruitment guidelines; 
● A check of professional qualifications; 
● A check to establish the person’s right to work in the UK; 
● Further checks on people who have lived or worked outside the UK in the last 5 years; 
● Online searches for successful candidates after 1st September 2023 
● Any other relevant information we feel should be included on the SCR such as volunteers, mandatory and 

safer recruitment training records etc. 
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The RNN Group has assessed its provision and has concluded that it qualifies as a “Specified Place” with the majority 
of its provision being provided to children. This assessment has been made based on two considerations. Firstly, the 
definition of a child under the Education Act 2002 which states that a child is any person aged under the age of 18. 
Secondly the number of 16-18 full time enrolments at the College. This second consideration will be reviewed on an 
annual basis to see if the RNN Group still meets the definition of a “Specified Place”. 
 
All new staff will be subject to an enhanced Disclosure and Barring Service (DBS) check in line with the Group’s safer 
recruitment policies and procedures.  All interviews for new staff include a question in regards to safeguarding and 
at least one member of the interviewing panel will have undertaken the ‘safer recruitment training’. Safer 
Recruitment training is available to all relevant staff and governors who are involved in the recruitment process. 
 
Agency workers and contractors with ‘intensive’ or frequent contact with Children and /or students with personal 
and support needs will be expected to have an enhanced DBS check. 
The associated ‘Recruitment and Selection Policy’ gives greater detail to the process and can be found in the Human 
Resources section of the Staff portal. Records of all staff are kept confidentially by HR in the single central record. 
 
37. Staff Conduct, low level concerns & the use of ‘Reasonable Force’  
Guidance about acceptable conduct and safe practice is given to staff and volunteers during induction.   This 
guidance outlines the sensible steps that every adult should take in their daily professional conduct with 
students.  There are circumstances, however, when it is appropriate for staff to use ‘reasonable force’ to safeguard 
children and young people.   ‘Reasonable Force’ covers the broad range of actions which may be used by staff that 
involves a degree of physical contact to control or restrain children.  This could range from guiding a child to safety 
by the arm, to more extreme circumstances such as breaking up a fight or where a young person needs to be 
restrained to prevent violence or injury.  RNN Group Security and appropriate staff members will be trained in how 
to use reasonable force along with supporting conflict management training with authorisation by the RNN Group 
Principal & Chief Executive to use necessary and reasonable force to prevent or stop a potentially harmful/violent or 
dangerous act taking place where the well-being of students or another member of staff is at risk in line with the 
RNN Group Security Policy. 
 
A ‘low-level’ concern is any concern that is inconsistent with the RNN Group’s staff code of conduct (including 
inappropriate conduct which may have occurred inside or outside of the workplace) or a concern that does not 
specifically meet the harm threshold and is therefore not considered serious enough to require a LADO referral. An 
example of a ‘low-level’ concern is photographs being taken of students on a mobile phone without prior consent or 
humiliation of a learner.  
 
All concerns regarding staff/workers of the College are important, therefore a ‘low-level’ concern does not mean 
that the information is insignificant, all concerns relating to staff/workers should be reported to a member of HR 
(hr@rnngroup.ac.uk) for investigation. 
 
 
38. Disclosure & Barring Service  

New Staff, Agency & Volunteer Workers 
All new RNN Group staff, agency and volunteers will be required to have a satisfactory enhanced DBS check as 
the RNN Group is deemed to be operating in a regulated activity due to the high number of young students and 
those with support and care needs.   
 
Any staff members who do not have a valid DBS disclosure will not be allowed unsupervised access to children 
under the age of 18 or students with support and care needs until this has been received.  In this circumstance a 
risk assessment must be undertaken and agreed by a Senior member of HR on every occasion before the member 
of staff can commence employment.  In the event that a DBS certificate is not clear, then a further risk 

mailto:hr@rnngroup.ac.uk
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assessment will need to be completed and agreed by either the Principal or the Executive Director of HR in the 
Principal’s absence.  
 
All students undertaking industry placement opportunities with access to children will also be required to have an 
enhanced DBS check in line with Placement Provider and the RNN Group’s Disclosure and Barring Clearance for 
Students Policy and Procedures. 

 
Existing Staff 
All existing RNN Group staff and agency staff will be subject to renewed DBS checks every 3 years unless they are 
subscribed to the DBS Update Service.  It is the responsibility of all staff to disclose any criminal convictions that 
are incurred during their employment.  Failure to do so will be considered a disciplinary offence and in some 
circumstances may lead to dismissal.  Agency staff will not be allowed unsupervised access to children under the 
age of 18 or students with support and care needs unless they have had a DBS check at an enhanced level within 
12 months.  Contractors will not be allowed unsupervised access to children under the age of 18 or students with 
support and care needs unless they have had a DBS check at an enhanced level.   Access to RNN Group premises 
will be restricted and adequate supervision maintained. 

 
39. Managing Allegations against Staff & Volunteers 
The RNN Group aim is to provide a safe and supportive environment, however it recognises that sometimes the 
behaviour of staff and volunteers may lead to concerns being raised or an allegation of abuse being made.   
Allegations may arise from differing understandings of the same event, but when they occur they are distressing and 
difficult for all concerned.   The RNN Group recognises that many allegations are genuine and that there may be 
some staff and volunteers who may deliberately seek to harm or abuse children.   This guidance should be followed 
where it is alleged that anyone working in the school or college that provides education for children under 18 years 
of age, including supply teachers and volunteers has: 

● behaved in a way that has harmed a child, or may have harmed a child; 
● possibly committed a criminal offence against or related to a child; 
● behaved towards a child or children in a way that indicates he or she may pose a risk of harm to children; or  
● behaved or may have behaved in a way that indicates they may not be suitable to work with children. 

 
The RNN Group will take all possible steps to safeguard students and to ensure that staff and volunteers are safe to 
work with children.  The RNN Group will ensure that the procedures outlined in Local Safeguarding Partnership Child 
Protection Procedures and Part 4 of the statutory guidance ‘Keeping Children Safe in Education’ are adhered to and 
will seek appropriate advice from the Local Authority Designated Officer (LADO).  The LADO is a statutory post 
appointed by the Local Authority who is responsible for coordinating the response to concerns that an adult who 
works with children may have caused or could cause harm to children. 
 
If an allegation is made or information is received about an adult who works in RNN Group environments which 
indicates they may be unsuitable to work with children, the member of staff receiving the information should inform 
the DSL immediately.  This would also include where relationships and ‘associations’ that staff have in learning 
environments and outside (including online) may have an implication for the safeguarding of children and vulnerable 
adults in RNN Group learning environments.  Should an allegation be made against the Chief Executive & Principal or 
DSL, this will be reported to the Chair of Governors. The DSL or Chair of Governors will seek advice from the LADO 
within one working day and will ensure that they take part in further information gathering, discussions and 
allegation meetings as required by the LADO.  No member of staff or the governing body will undertake further 
investigations before receiving advice from the LADO.   
 
Any member of staff or volunteer who does not feel confident to raise their concerns with the DSL or Chair of 
Governors should contact the LADO via MASH on Rotherham: 01709 336080, or Nottinghamshire 
LADO01158041272 (or for strategic issues 0115 9773921). 
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The RNN Group has a legal duty to refer to the Disclosure and Barring Service (DBS) anyone who has harmed, or 
poses a risk of harm, to a child or vulnerable adult, or if there is reason to believe the member of staff has 
committed one of a number of listed offences and who has been removed from working (paid or unpaid) in 
regulated activity, or would have been removed had they not left. The DBS will consider whether to bar the person 
and if these circumstances arise in relation to a member of staff within the RNN Group learning environments, a 
referral will be made as soon as possible after the resignation or removal of the individual in accordance with advice 
from the LADO and/or HR.  If this should happen the RNN Group will ensure that at the conclusion of a case a review 
procedures and/or practice takes place to help prevent similar events happening in the future.  
 
40. Training 
All RNN Group staff will receive training to familiarise them with child protection and safeguarding issues and 
responsibilities and RNN Group policies and procedures to ensure that: 
 

● All newly recruited staff have a clear understanding of their role and responsibilities in safeguarding children 
and young people, including online safety and are aware of the associated procedures; 

● All SLT and the designated governor are familiar with their role and responsibilities; 
● All staff are aware of their role and responsibilities and receive guidance on how to deal with suspicions or 

disclosures of abuse; 
● All staff are aware of the signs of abuse and neglect and how to refer/seek help, that they understand they 

must question the behaviour of children and parents/carers and don’t necessarily take what they are told at 
face value; 

● All staff, including designated safeguarding staff, must renew their safeguarding and Prevent training every 2 
years.  

● Training includes information on roles and responsibility relating to filtering and monitoring. 
● The training is regularly updated. 
● All staff receive safeguarding and child protection (including online safety) updates (for example, via email, 

e-bulletins, and staff meetings), as required, and at least annually, to continue to provide them with relevant 
skills and knowledge to safeguard children effectively. 

 
41. Procedures for Managing Concerns 
It is the duty by law that any member of RNN Group staff, volunteer or visitor who receives a disclosure of abuse, or 
suspects that abuse may have occurred or concern that someone may be drawn into extremism should report it to a 
member of the safeguarding team. If a member of the team cannot be found then the matter should be brought to 
the attention of the most senior member of staff. 
 
Concerns must be logged on Promonitor in the Welfare/ confidential section. The appropriate level should be used 
to record the information and the safeguarding team should be included in the comment.  
 
If appropriate, the member of the Safeguarding Team will refer cases of suspected abuse or allegations to the Multi 
Agency Safeguarding Hub Team (MASH) by telephone in accordance with the Local Safeguarding Boards’ Procedures.  
This telephone referral will be confirmed in writing (using the Multi Agency Referral Form) within 48 hours.  In some 
cases, it may be appropriate for the Police to also be contacted. In the case of peer on peer abuse the policy and 
procedures relating to student behaviour and discipline will also be followed. For concerns of a Prevent nature, they 
should be reported into the Safeguarding Team like all other safeguarding concerns, they may be referred into the 
Police and/ or MASH for further investigation. The RNN Group uses the local Prevent Referral paperwork to share 
concerns with the Police.  
 
It is not the responsibility of RNN Group staff to investigate allegations; this is the responsibility of the Authorities.  
However, essential information may help these investigations and details such as student’s name, address, and date 
of birth, family composition, and reason for referral should be recorded. The name of the person who initially 
received the disclosure and whether or not the parents/carers of the student are aware of the referral should also 
be included. 



 

R:\Safeguarding\Policies\Safeguarding for all policy\Safeguarding for All Policy 2024/2025 v17.docx 
   27 

 
For students who are in immediate danger or risk of harm a referral should be made to social care and/or the police 
immediately.  Anyone can make a referral but in situations where referrals are not made by the DSL they should be 
informed as soon as possible afterwards that a referral has been made by someone else.  All concerns, discussions 
and decisions made and the reasons for those decisions should be recorded in writing using ProMonitor and OneFile 
and stored securely within students’ safeguarding and child protection files.  All referrals will be in line with local 
safeguarding children’s board procedures.   If, after a referral, the child’s situation does not appear to be improving, 
the RNN Group will consider following the LSCB escalation procedures to ensure concerns have been addressed and, 
most importantly, that the child’s situation improves.  Support from the Designated Safeguarding Team will be made 
available for staff dealing with safeguarding issues. 
 
RNN Group staff should always follow the reporting procedures outlined in this policy in the first instance. However, 
they may also share information directly with MASH, or the police, if the situation is an emergency and the DSL, their 
deputies and the safeguarding team are all unavailable and they are convinced that a direct report is the only way to 
ensure the student’s safety. 
 
Any member of staff who does not feel that concerns have been responded to appropriately and in accordance with 
the procedures outlined in this policy should raise their concerns with the Chair of Governors or Chief Executive & 
Principal.  If any member of staff does not feel the situation has been addressed appropriately at this point should 
contact the MASH directly with their concerns.  
 
Where there are concerns about the way that safeguarding is carried out within RNN, staff should refer to the RNN 
Whistleblowing Policy. 
 
42. Professional Confidentiality 
A member of staff must never agree with a student to keep information confidential and where there is a 
safeguarding concern this must be reported to a member of the safeguarding team and may require further 
investigation by the appropriate authorities.  Staff will be informed of relevant information in respect of individual 
cases on a ‘need to know bases only. Any information shared with a member of staff in this way must be held 
confidentially by themselves. 
 
43. Records & Monitoring 
The RNN Group maintains up to date and accurate records of all students cause for concerns including an indication 
of the status of each individual case and when it is deemed appropriate to pass this information to other agencies.  
Members of staff receiving a disclosure of, or noticing signs of abuse, should use Promonitor to record these 
concerns as accurately and as quickly as possible.  These forms should be passed to a member of the safeguarding 
team and will be kept securely in a confidential cabinet in the room used by the safeguarding officer.  A confidential 
database accessible only by safeguarding team members is kept up to date and monitors the RNN Group’s case load. 
This database also provides statistics that help to inform the nature of support and where extra resources may be 
needed by students. 
The designated safeguarding lead should be equipped to:  

• understand the importance of information sharing, both within the school and college, and with other 
schools and colleges on transfer including in-year and between secondary education and colleges, and with 
the safeguarding partners, other agencies, organisations and practitioners  

• understand relevant data protection legislation and regulations, specifically the Data Protection Act 2018 
and GDPR.  

• be able to keep detailed, accurate, secure written records of all concerns, discussions and decisions made 
including the rationale for those decisions. This should include instances where referrals were or were not 
made to another agency such as LA children’s social care or the Prevent program etc. 

 
44. Visitors to the Group premises  
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The RNN Group have a signing procedure to ensure that all visitors are known and aware of the college safeguarding 
procedures. Electronic sign in systems are used at our main sites, supported by QR codes or paper records at our 
satellite buildings. All staff have a responsibility to ensure that visitors are accompanied once on site and to 
challenge anyone not wearing a visitor’s lanyard. Wherever possible, visits to site should be pre-arranged and 
visitors must report to reception in the first instance.  
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Appendix 1: Related Policies & Procedures 
 
Key RNN policies, procedures and action plans that contribute to the overarching Safeguarding for All Policy are 
listed below. Each of these policies addresses the RNN Group strategy and operations relating to key activities and 
safeguarding provision. Key policies can be found on RNN Group websites and the staff portal. 

• Student Code of Conduct  

• Student Attendance and Punctuality 

• RNN Group Visitors Guidelines 

• Feedback and Complaints 

• Behaviour and intervention policy  

• Freedom of Speech Policy  

• Grievance Policy and Procedure 

• Health & Safety Policy 

• Security Policy 

• Staff AUP 

• Learner AUP 

• Health and Wellbeing Policy  

• Student Counselling Policy  

• Lone Workers Policy (Estates) 

• Modern Slavery Policy 

• Preventing Hidden Labour  

• Anti-Slavery and Human Trafficking statement  

• SEND Policy  

• Prevent Action Plan  

• Recruitment and Selection Policy   

• DBS and Safeguarding Checks Policy 

• Guidance for use of the Reflection Room 

• Inclusion Policy (referring to Single Equality Scheme Duty 

• Whistleblowing Policy and Procedures  

• Safeguarding Training pack 

Statutory guidance  
 
RNN Group operates its Safeguarding for All Policy through its acknowledgement and acceptance of its 
responsibilities set out in the following legislation and guidance: 

• DfE (updated December 2023)) Working together to safeguard children 

• DfE (2024) Keeping Children Safe in Education 

• DfE (2021) Relationships Education, Relationships and Sex Education (RSE) and Health Education 

• DfE (2016) ‘Disqualification under the Childcare Act 2006’ 

• DfE (2015) ‘The Prevent duty’ 

• HM Government (2014) ‘Multi-agency practice guidelines: Handling cases of Forced Marriage 

• The Human Rights Act 1988 

• The Equality Act 2020 
 
Non-statutory guidance 
 

• DfE (2018) ‘Information sharing’ 

• DfE (2017) ‘Child sexual exploitation’  

• DfE (2016) ‘Children missing education’  

• DfE (2018) ‘Mental Health and Behavior in Schools’ 
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• DfE (2019) ‘Teaching Online Safety in Schools’ 

• The Equality Act 2020 
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Appendix 2: Safeguarding Team Structure 
RNN Safeguarding Team  
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Designated Safeguarding Lead 
(DSL) Laura Reid 

Group Safeguarding Lead 

(DDSL) Dan Cornwell 

Campus Safeguarding  Lead 
(DDSL)  

James Davenport (DVC)

Campus Safeguarding Lead 
(DDSL) Lynda Christie (NNC)

Safeguarding Officer 
(Rotherham)

Safeguarding Link Governor 
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Appendix 3: Procedure for managing Peer on Peer Abuse 
 (including bullying, cyber-bullying, sexting, sexual violence, up skirting and sexual harassment) 
 
1. Purpose and content 
The purpose of this appendix of the College Safeguarding Policy is to provide a clear set of guidelines 
to staff regarding the actions they must take if they become aware that a learner is at risk of abuse 
from peers including through bullying, cyber-bullying and sexting. 
Keeping Children Safe in Education changed its terminology to ‘child on child’ abuse (KCSiE 22), 
however the RNN Group, due to the age of its learners will refer to this abuse as ‘peer on peer’. 
 
2. Definitions  
The key terms in this document are defined as:  

• Peer: A person of similar age 

• Child: Those under the age of eighteen  

• Vulnerable Adult: For the purpose of safeguarding, and the College duty of care, a vulnerable 
adult is defined as any adult considered to be at risk 

• Education and Health Care Plan (EHCP):  From September 2014 EHCPs began to replace 
Statements of special educational needs and Learning Difficulty Assessments from those 
under the age of 25. An EHCP outlines information about the person including how they 
communicate, what support they need and what they would like to achieve 

• Bullying: Behaviour by an individual or group, repeated over time, that intentionally hurts 
another individual or group either physically or emotionally.  This includes any repeated 
words or actions, which are aimed at causing someone to feel frightened, miserable and 
helpless. Bullying can take many forms, including: 

− Verbal: e.g. name calling, sarcasm, threatening and teasing 

− Physical: e.g. pushing, hitting, kicking, punching or any use of physical aggressive contact 

− Social: e.g. ignoring, spreading rumours or treating someone like an outsider 

− Psychological: e.g. stalking and intimidation 

• Cyber-bullying: ‘Virtual’ bullying using technology (e.g. chat rooms, instant messaging, email 
and mobile phone) which can occur in or outside College. Cyber-bullying can happen at all 
times of the day, with a potentially bigger audience, as people can forward on content very 
quickly and easily. See Appendix E, online safety. 

• Sexting: Whilst professionals refer to the issue as ‘sexting’ there is no clear definition. Many 
professionals consider sexting to be sending or posting sexually suggestive images, including 
nude or semi-nude photographs, via mobiles or over the Internet but learners may be more 
likely to interpret sexting as writing and sharing explicit messages with people they know. 
Creating and sharing sexual photos and videos of under-18s, including selfies, is illegal.  

• Sexual misconduct: relates to all unwanted conduct of a sexual nature. This includes, but is 
not limited to: i. Sexual harassment (as defined by Section 26 (2) of the Equality Act 2010) ii. 
Unwanted conduct which creates an intimidating, hostile, degrading, humiliating or 
offensive environment (as defined by the Equality Act 2010) iii. Assault (as defined by the 
Sexual Offences Act 2003) iv. Rape (as defined by the Sexual Offences Act 2003) v. Physical 
unwanted sexual advances (as set out by the Equality and Human Rights Commission: Sexual 
harassment and the law, 2017)2 vi. Intimidation, or promising resources or benefits in return 
for sexual favours (as set out by the Equality and Human Rights Commission: Sexual 
harassment and the law, 2017)3 vii. Distributing private and personal explicit images or 
video footage of an individual without their consent (as defined by the Criminal Justice and 
Courts Act 2015) 
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• Harassment: Any conduct which is unwanted by a learner, which affects the dignity of the 
learner or group of learners in the College.  Harassment may be repetitive or an isolated 
occurrence against one or more learners  

• Up skirting: Up skirting typically involves taking a picture under a person’s clothing without 
them knowing, with the intention of viewing their genitals or buttocks to obtain sexual 
gratification or cause the victim humiliation, distress or alarm. Since April 2019 Up skirting 
has been a criminal offence - Under the Voyeurism Act, up skirting offenders can now be 
arrested, face up to 2 years in prison and have their name placed on the sex offenders 
register if caught up skirting. This includes instances where culprits say the images were 
taken “just for a laugh”. 

− Sexual Harassment: Sexual harassment means ‘unwanted conduct of a sexual nature’ 
that can occur online and offline. When we reference sexual harassment, we do so in 
the context of child on child sexual harassment. Sexual harassment is likely to: violate a 
child’s dignity, and/or make them feel intimidated, degraded or humiliated and/or 
create a hostile, offensive or sexualised environment. Whilst not intended to be an 
exhaustive list, sexual harassment can include: 

− Sexual comments, such as: telling sexual stories, making lewd comments, making sexual 
remarks about clothes and appearance and calling someone sexualised names;  

− Sexual “jokes” or taunting;  

− Physical behaviour, such as: deliberately brushing against someone, interfering with 
someone’s clothes (college should be considering when any of this crosses a line into 
sexual violence - it is important to talk to and consider the experience of the victim) and 
displaying pictures, photos or drawings of a sexual nature;  

− Online sexual harassment. This may be standalone, or part of a wider pattern of sexual 
harassment and/or sexual violence. It may include:  

− Non-consensual sharing of sexual images and videos. (UKCCIS sexting advice provides 
detailed advice for schools and colleges);  

− Sexualised online bullying;  

− Unwanted sexual comments and messages, including, on social media; Sexual 
exploitation; coercion and threats.  

− Sexual Violence: Under the Sexual Offences Act 2003 sexual violence is described as: 

− Rape: A person (A) commits an offence of rape if: he intentionally penetrates the vagina, 
anus or mouth of another person (B) with his penis, (B) does not consent to the 
penetration and (A) does not reasonably believe that (B) consents. 

− Assault by Penetration: A person (A) commits an offence if: s/he intentionally penetrates 
the vagina or anus of another person (B) with a part of her/his body or anything else, the 
penetration is sexual, B does not consent to the penetration and A does not reasonably 
believe that B consents. 

− Sexual Assault: A person (A) commits an offence of sexual assault if: s/he intentionally 
touches another person (B), the touching is sexual, B does not consent to the touching 
and A does not reasonably believe that B consents. 

 
What is consent?  
Consent is about having the freedom and capacity to choose. Consent to sexual activity may be given 
to one sort of sexual activity but not another, e.g.to vaginal but not anal sex or penetration with 
conditions, such as wearing a condom. Consent can be withdrawn at any time during sexual activity 
and each time activity occurs. Someone consents to vaginal, anal or oral penetration only if s/he 
agrees by choice to that penetration and has the freedom and capacity to make that choice. 

• A child under the age of 13 can never consent to any sexual activity 
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• The age of consent is 16 

• Sexual intercourse without consent is rape.  
 
3. External guidance  
Peer on peer abuse can take many forms including physical, sexual (e.g. inappropriate touching) and 
emotional abuse (including bullying). Department for Education (DfE) September 2022: Keeping 
Children Safe in Education; statutory guidance for schools and colleges, makes it clear that abuse is 
abuse and should never be tolerated or passed off as ‘banter’ or part of ‘growing up.’  
 
The Equality Act 2010 replaced previous anti-discrimination laws with a single Act. A key provision 
was a new public sector Equality Duty, which came into force on 5 April 2011. This requires the 
College to:  

• Eliminate unlawful discrimination, harassment, victimisation and any other conduct 
prohibited by the act  

• Advance equality of opportunity between people who share a protected characteristic (age, 
disability, gender reassignment, pregnancy and maternity, race, religion or belief, sex and 
sexual orientation) and people who do not share it  

• Foster good relations between people who share a protected characteristic and people who 
do not share it  

 
Peer on peer abuse often involves an imbalance of power between the perpetrator and the victim, 
can include intimate relationships between peers; could involve perpetrators having control over the 
relationship which makes it difficult for those they abuse to defend themselves. This imbalance of 
power can manifest itself in several ways. It may be physical, psychological (knowing what upsets 
someone), or social (e.g. isolating or excluding someone). It could also include issues such as revenge 
porn or what are often gender issues (e.g. girls being touched or boys being involved in initiation 
activities).  
 
Bullying (including cyber-bullying) can be involved in any type of abuse and is often motivated by 
prejudice or ignorance due to actual or perceived differences between people or groups or people. 
People who are lesbian, gay, bisexual or transgender (LGBT), those from minority ethnic groups, or 
those with disabilities and/or learning difficulties can be more vulnerable to this form of abuse and 
the College takes it duty to protect more vulnerable learners very seriously.  
 
Peer on peer abuse should be addressed as a child or vulnerable adult protection concern when 
there is reasonable cause to suspect that a child or vulnerable adult is suffering, or is likely to suffer, 
significant harm. Sexting involving those under the age of 18 must always be referred to a 
Designated/ Deputy Designated Safeguarding Lead (DSL/ DDSL).  
 
4. Actions  
The following actions must be taken by all staff:  

• All staff and learners have a responsibility to work together to ensure that abuse does not 
occur, or where it is found, action is taken 

• Staff must ensure ground rules are set in induction and that learners are made aware of the 
importance of adhering to fundamental British values, what constitutes abuse (including 
bullying and cyber-bullying) and how any incidents of abuse will be addressed through the 
Student Behaviour and Intervention Procedure 
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• Curriculum Team Leaders/Course Tutors/ Student Support for under 18s, and those under 
the age of 25 in receipt of an EHCP and/or high needs funding, must ensure learners 
understand how to stay safe from abuse through the mandatory tutorial programme  

• Staff receiving reports of abuse, including incidents that take place off College premises, 
must take appropriate action to follow up all allegations/incidents and trigger an 
investigation which will be managed in line with the Student Behaviour and Intervention 
Procedure. Sanctions against perpetrators may include suspension whilst an investigation 
takes place and permanent exclusion  

• Staff must ensure appropriate Curriculum Managers are notified. This includes the Head of 
Student Support and Safeguarding for a learner who is under the age of 16 (e.g. Y10/11 
equivalent at the start of the academic year) and the Head for SEND and High Needs for a 
learner under the age of 25 who is in receipt of an EHCP and/or high needs funding    

• All staff involved must carefully consider the potential impact of the abuse on both the 
perpetrator/s and the victim/s and refer those involved for additional support from the 
student support team as appropriate. All concerns must be referred to a DDSL/ Safeguarding 
team following the safeguarding for all staff procedure (appendix 3). 

• The Student Support Team and/or DDSL will consider referring learners and their 
parents/carers to other agencies where appropriate. This may include referral for 
counselling and to the police as although some types of abuse (e.g. bullying) may not be a 
specific criminal offence in the UK, some types of harassing or threatening behaviour could 
be a criminal offence (e.g. under the Protection from Harassment Act 1997)  

• All allegations/incidents must be recorded on Promonitor and learners involved told what is 
being recorded, in what context, and why  

• Any incident of abuse must be discussed with the learners’ parents/carers for under 18s and 
where appropriate for those under the age of 25 with an EHCP and/or in receipt of high 
needs funding, and with the appropriate school where appropriate (for Y10/Y11s) by the 
Head of Student Support and Safeguarding. An agreement must be reached as to what 
action should be taken subject to compliance with the Student Behaviour And Intervention 
Procedure 

 
Advice for Deputy Designated Safeguarding Leads where sexual violence occurs  

• The victim may ask the college not to tell anyone about the sexual violence or sexual 
harassment. There are no easy or definitive answers when a victim makes this request. If the 
victim does not give consent to share information, staff may still lawfully share it, if it can be 
justified to be in the public interest, for example, to protect children from harm and to 
promote the welfare of children. The designated safeguarding lead (or a deputy) should 
consider the following:  

• Parents or carers should normally be informed (unless this would put the victim at greater 
risk);  

• The basic safeguarding principle is: if a child is at risk of harm, is in immediate danger, or has 
been harmed, a referral should be made to Local Authority Children’s Social Care;  

• Rape, assault by penetration and sexual assaults are crimes. Where a report of rape, assault 
by penetration or sexual assault is made, this should be referred to the police. Whilst the 
age of criminal responsibility is ten, if the alleged perpetrator is under ten, the starting 
principle of referring to the police remains. The police will take a welfare, rather than a 
criminal justice approach, in these cases.  

 
5. Useful contacts 

• NSPCC Helpline 0808 800 5000  



 

R:\Safeguarding\Policies\Safeguarding for all policy\Safeguarding for All Policy 2024/2025 v17.docx 
 
  37 
 

• NSPCC Harmful Sexual Behaviour  

• ChildLine 0800 500 / www.childline.org.uk  

• Kidscape www.kidscape.org.uk  

• Anti-Bullying Alliance www.antibullyingalliance.org  

• Bullying UK www.bullyinguk.org.uk   

• Brook Sexual Behaviours Traffic Light Tool 
 
Appendix4: Definition & Terms 
 
Children and Young Persons/People 
In terms of this policy, “child, children and young people” mean those under the age of 18 as 
Defined by The Children Act 1989. This policy applies to students in this age group attending a 
further education course and young people aged 14 –16 who attend college as part of a school links 
course.  Student.  The term ‘student’ for this policy covers all individuals who study within the Group 
or at any of the outreach/ community centres.  The policy also covers those students who are on 
placement as part of their course and school links students. In addition, it covers students visiting 
the College or on tasters. 
 
Vulnerable Adults 
A vulnerable adult is a person aged 18 years or over who may be unable (permanently or 
temporarily) to take care of themselves or protect themselves from harm or from being exploited 
and may include a person who: 
● Is elderly and frail; 
● Has a mental illness including dementia; 
● Has a physical or sensory disability; 
● Has a learning disability; 
● Has a severe physical illness; 
● Is a substance misuser; and/or 
● Is homeless. 

 
Abuse 
Abuse is behaviour towards a person that either deliberately or unknowingly causes a person harm, 
or endangers their life or their human or civil rights. It can be passive, e.g. failing to take action to 
care for someone, or failing to raise the alert about abuse; or active, e.g. hitting, stealing or doing 
something that causes harm. Abuse can be a one-off or something that is repeated. Abuse may fall 
into a number of categories: - physical abuse, sexual abuse, emotional abuse and neglect.   Abuse 
and neglect are forms of maltreatment.  Somebody may abuse or neglect a child or vulnerable adult 
by inflicting harm or by failing to act to prevent harm.  Children and vulnerable adults may be abused 
in a family or in an institutional or community setting, by those known to them or, more rarely, by a 
stranger.  They may be abused by an adult or adults, or another child or children.  Harm can include 
ill treatment that is not physical as well as the impact of witnessing ill treatment of others. This can 
be particularly relevant, for example, in relation to the impact on children of all forms of domestic 
abuse. Abuse can take place wholly online, or technology may be used to facilitate offline abuse. 
Children may be abused by an adult or adults or by another child or children.  
Abuse can be, but is not limited to: 
 
● Physical; 
● Neglect or acts of omission e.g. being left in wet or soiled clothing, or malnutrition; 
● Sexual; 
● Financial; 
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● Psychological/emotional (including the use of text, social networks and email) 
● Violation of rights e.g. preventing an individual speaking his/her thoughts and opinions 
● Institutional e.g. failure to provide a choice of meals or failure to ensure privacy or dignity; or 
● Discriminatory in nature e.g. racial, sexual or religious harassment. 

 
In the case of vulnerable adults it may also include: 
 
● physical abuse such as pushing, shaking, inappropriate restraint, force-feeding, forcible 

administration of medication, neglect or abandonment; and 
● financial abuse such as exerting improper pressure to sign over money from pensions or savings 

etc. 
● Exposure to extremist behaviours and attempts to radicalise 

 
Victim  
It is a widely recognised and understood term. It is important that schools and colleges recognise 
that not everyone who has been subjected to abuse considers themselves a victim or would want to 
be described in this way. Ultimately, schools and colleges should be conscious of this when 
managing any incident and be prepared to use any term with which the individual child is most 
comfortable. 
 
Alleged perpetrator(s)and where appropriate perpetrator(s) 
These are widely used and recognised terms and the most appropriate to aid effective drafting of 
guidance. However, schools and colleges should think very carefully about terminology, especially 
when speaking in front of children, not least because in some cases the abusive behaviour will have 
been harmful to the perpetrator as well. As above, the use of appropriate terminology will be for 
schools and colleges to determine, as appropriate, on a case-by-case basis. 
 
The RNN Group will provide a link, via websites, to the Local Authority Safeguarding Children’s Board 
websites which provide more information on all categories of abuse and safeguarding issues.  
Specific safeguarding issues are: 
 
Child Sexual Exploitation (CSE) and Child Criminal Exploitation (CCE) 
Both CSE and CCE are forms of abuse that occur where an individual or group takes advantage of an 
imbalance in power to coerce, manipulate or deceive a child into taking part in sexual or criminal 
activity, in exchange for something the victim needs or wants, and/or for the financial advantage or 
increased status of the perpetrator or facilitator and/or through violence or the threat of violence. 
CSE and CCE can affect children, both male and female and can include children who have been 
moved (commonly referred to as trafficking) for the purpose of exploitation. 
 
Child Sexual Exploitation (CSE)  
CSE is a form of child sexual abuse.  It occurs where an individual or group takes advantage of an 
imbalance of power to coerce, manipulate or deceive a child or young person under the age of 18 
into sexual activity (a) in exchange for something the victim needs or wants, and/or (b) for the 
financial advantage or increased status of the perpetrator or facilitator.  The victim may have been 
sexually exploited even if the sexual activity appears consensual.  CSE does not always involve 
physical contact; it can occur through the use of technology. 
 
CSE can occur in all communities and amongst all social and ethnic groups and can affect girls and 
boys.  Very young children can also be affected or targeted, particularly in relation to online 
concerns.  CSE is a complex form of abuse and it can be difficult for those working with children to 
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identify and assess; however, all RNN staff are made aware of the potential indicators of grooming 
and exploitation and how to refer concerns on appropriately.  Indicators of child sexual exploitation 
may include: 
 

• Acquisition of money, clothes, mobile phones, etc. without plausible explanation; 

• Gang-association and/or isolation from peers/social networks; 

• Exclusion or unexplained absences; 

• Leaving home/care without explanation and persistently going missing or returning late; 

• Excessive receipt of texts/phone calls; 

• Returning home under the influence of drugs/alcohol; 

• Inappropriate sexualised behaviour for age/sexually transmitted infections; 

• Evidence of/suspicions of physical or sexual assault; 

• Relationships with controlling or significantly older individuals or groups; 

• Multiple callers (unknown adults or peers); 

• Frequenting areas known for sex work; 

• Concerning use of internet or other social media; 

• Increasing secretiveness around behaviours; and 

• Self-harm or significant changes in emotional well-being. 
 
Child Criminal Exploitation (CCE)  
CCE is where an individual or group takes advantage of an imbalance of power to coerce, control, 
manipulate or deceive a child into any criminal activity (a) in exchange for something the victim 
needs or wants, and/or (b) for the financial or other advantage of the perpetrator or facilitator 
and/or (c) through violence or the threat of violence. The victim may have been criminally exploited 
even if the activity appears consensual. CCE can include children being forced to work in cannabis 
factories, being coerced into moving drugs or money across the country, forced to shoplift or 
pickpocket, or to threaten other young people. 
The CSE indicators can also be indicators of CCE 
 
County lines  
County lines is a term used to describe gangs and organised criminal networks involved in exporting 
illegal drugs (primarily crack cocaine and heroin) into one or more importing areas [within the UK], 
using dedicated mobile phone lines or other form of “deal line”. 
 
 
Child on child/ Peer on peer  
Keeping Children Safe in Education (2022) have changed their terminology to child on child rather 
than peer on peer, which could suggest the victim and preparator are of the same or similar age, 
which is not always the case. Due to the age range at the RNN Group Peer on Peer will be the 
terminology used as it is more inclusive for all learners. Peer on peer abuse occurs when a person is 
exploited, bullied and / or harmed by their peers who are the same or similar age. ‘Peer-on-peer’ 
abuse can relate to various forms of abuse (not just sexual abuse and exploitation), and crucially it 
does not capture the fact that the behaviour in question is harmful to the child perpetrator as well 
as the victim. 
 
Staff should recognise that learner are capable of abusing their peers, should not be tolerated or 
passed off as “banter” or “part of growing up”.  All staff are aware that safeguarding issues can 
manifest themselves via peer on peer abuse which is likely to include such things as:  
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● Bullying, including online/cyber bullying and prejudice-based bullying; 
● Physical abuse such as hitting, kicking, shaking, biting, hair pulling, or otherwise causing physical 

harm; 
● Sexual violence and sexual harassment – Part 5 of Keeping Children Safe in Education gives 

guidance to schools and colleges on how to manage reports of child on child sexual violence and 
sexual harassment; 

● upskirting, typically involves taking a picture under a person’s clothing without them knowing, 
with the intention of viewing their genitals or buttocks to obtain sexual gratification, or cause the 
victim humiliation, distress or alarm;  

● Sexting (also known as ‘youth produced sexual imagery’); 
● Initiation (sometimes referred to as ‘hazing’) type violence and rituals/gang activity; 

 
All RNN Group staff are clear about the action to take where concerns about peer on peer abuse 
arise and all staff will always reassure victims that they are being taken seriously and that they will 
be supported and kept safe. The RNN Group recognises that some students will sometimes 
negatively affect the learning and wellbeing of others and their behaviour will be dealt with under 
the RNN’s Student Behaviour and Disciplinary Procedures. 
 
In cases of ‘sexting’, the RNN Group follows guidance given to schools and colleges by the UK Council 
for Child Internet Safety (UKCCIS) published in 2017: ‘Sexting in schools and colleges, responding to 
incidents, and safeguarding young people’.  
 
So-called ‘honour-based’ abuse (including Female Genital Mutilation and Forced Marriage)  
So-called ‘honour-based’ abuse (HBA) encompasses incidents or crimes which have been committed 
to protect or defend the honour of the family and/or the community, including female genital 
mutilation (FGM), forced marriage, and practices such as breast ironing. Abuse committed in the 
context of preserving “honour” often involves a wider network of family or community pressure and 
can include multiple perpetrators. It is important to be aware of this dynamic and additional risk 
factors when deciding what form of safeguarding action to take. All forms of HBA are abuse 
(regardless of the motivation) and should be handled and escalated as such. Professionals in all 
agencies, and individuals and groups in relevant communities, need to be alert to the possibility of a 
child being at risk of HBA, or already having suffered HBA. 
 
Female Genital Mutilation  
Female Genital mutilation (FGM) refers to procedures that intentionally alter or cause injury to the 
female genital organs for non-medical reasons. The practice is illegal in the UK and typically takes 
place between birth and around 15 years old.  The RNN Group is aware of the common risk factors 
for FGM which include: 
● Low level of integration into UK society; 
● Mother or a sister who has undergone FGM; 
● Girls who are withdrawn from PSHE/undertaking physical activities; 
● Visiting female elder from the country of origin; 
● Being taken on a long holiday to the country of origin; 
● Talk about a ‘special’ procedure to become a woman; 
 
FGM may be likely if there is a visiting female elder, if there is talk of a special procedure or 
celebration to become a woman, or parents wish to take their daughter out of the learning 
environment to visit an ‘at-risk’ country (especially before the summer holidays), or parents who 
wish to withdraw their children from learning about FGM.  FGM is addressed as part of the 
procedures around ‘Honour Based Violence’ which is defined as “crimes which have been committed 
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to protect and defend the honour of the family and/or the community, including FGM, Forced 
Marriage and practices such as Breast Ironing” 
 
The RNN Group has due regard to the mandatory reporting duty, which came into force in October 
2015 (Serious Crime Act), of the FGM Act 2003, which places a statutory duty on teachers (along 
with social workers and healthcare professionals) to report to the police where they discover that 
FGM appears to have been carried out on a girl under 18 years.  Staff will be vigilant and will report 
promptly any FGM or other Honour Based Violence concerns to the Designated Safeguarding Lead.   
 
Extremism is the vocal or active opposition to our fundamental values, including democracy, the rule 
of law, individual liberty and the mutual respect and tolerance of different faiths and beliefs. This 
also includes calling for the death of members of the armed forces.   
 
Radicalisation is the process of a person legitimising support for, or use of, terrorist violence.  
 
Terrorism is an action that endangers or causes serious violence to a person/people; causes serious 
damage to property; or seriously interferes or disrupts an electronic system. The use or threat must 
be designed to influence the government or to intimidate 
 
Forced Marriage, Arranged Marriage, Marriage of Convenience 
A marriage must be entered into with the full and free consent of both people. The two people 
involved should feel that they have a choice. With forced marriage, one or both of the people 
involved are forced into a marriage against their will and without their permission.  An arranged 
marriage is not the same as a forced marriage. In an arranged or assisted marriage, the families take 
a role in choosing and introducing the marriage partners. The marriage is entered into freely by both 
people. people from the LGBTQ community may decide to enter a marriage of convenience. This is 
not the same as a forced marriage. A marriage of convenience is when both partners enter freely 
into a marriage that is mutually beneficial. Reasons for a marriage of convenience vary, but they 
often include issues of sexuality and immigration. 
 
Domestic abuse  
The cross-government definition of domestic violence and abuse is: Domestic abuse can encompass 
a wide range of behaviours and may be a single incident or a pattern of incidents. That abuse can be, 
but is not limited to, psychological, physical, sexual, financial or emotional. Children can be victims of 
domestic abuse. They may see, hear, or experience the effects of abuse at home and/or suffer 
domestic abuse in their own intimate relationships (teenage relationship abuse). All of which can 
have a detrimental and long-term impact on their health, well-being, development, and ability to 
learn. 
 
Operation Encompass  
Operation Encompass operates in the majority of police forces across England. It helps police and 
schools work together to provide emotional and practical help to children. The system ensures that 
when police are called to an incident of domestic abuse, where there are children in the household 
who have experienced the domestic incident, the police will inform the key adult (usually the 
designated safeguarding lead) in school before the child or children arrive at school the following 
day. This ensures that the school has up to date relevant information about the child’s circumstances 
and can enable support to be given to the child according to their needs. Police forces not signed up 
to operation encompass will have their own arrangements in place. 
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Private Fostering 
A Private Fostering arrangement is one that is made privately (without the involvement of a local 
authority) for the care of a child under the age of 16 years (under 18 if disabled) by someone other 
than a parent or close relative, in their own home, with the intention that it should last for 28 days 
or more.  A close family relative is defined as a ‘grandparent, brother, sister, uncle or aunt’ and 
includes half-siblings and step-parents; it does not include great-aunts or uncles, great grandparents 
or cousins. 
Parents and private foster carers both have a legal duty to inform the relevant local authority at 
least six weeks before the arrangement is due to start; not to do so is a criminal offence. 
 
 
Further definitions can be found in Keeping Children Safe in Education, Annex A (September 2022) 
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file
/1077101/KCSIE_2022.pdf  

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1077101/KCSIE_2022.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1077101/KCSIE_2022.pdf

